Cybersecurity-Threat Detection

12 Hours

This program is offered by the Walker School of Business & Technology.

Program Description

This certificate focuses on the knowledge and tools necessary to address the increasing demand on corporate and governmental organizations to improve the security of their “cyber content.” Courses in the certificate provide an understanding of the foundation of current cybersecurity threats, the phraseology and terminology used in the sector, as well as the various roles, responsibilities and tools related to detection of cyber threats.

This program is offered online, at the St. Louis home campus, St. Louis area campuses and other U.S. campus locations. Please see the Campus Locations section of this catalog for a full list of campuses and the programs they offer.

Requirements

- CSSS 5000 Introduction to Cybersecurity (3 hours)
- CSSS 5120 Cybersecurity Infrastructures (3 hours)
- CSSS 5210 Cybersecurity Law & Policy (3 hours)
- CSSS 5220 Cybersecurity Threat Detection (3 hours)

Admission

Students who are interested in applying to this certificate program should see the Admission Section of this catalog for general requirements.

Send all admission materials to:

Office of Admissions
Webster University
470 E. Lockwood Ave.
St. Louis, MO 63119